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THE ANATOMY OF A

SECURE PASSWORD

PASS PHRASES
Employ a mnemonic strategy to
facilitate new password creation
and aid in remembering them.

Use a combination of character
sets including uppercase and
lowercase letters, numbers, and
special characters.

COMPLEX

PASSWORD VAULTS
Consider storing your
credentials using a password
vault.

UNIQUE
Create a different password for
each account. Don't use one
password across multiple
platforms.

LONGER IS
STRONGER

Passwords should be between
12 and 14 characters.

SWITCH IT UP
Change your password every 3
to 6 months.

Visit cyber.nj.gov for more information.

NJCCIC
The NJ Cybersecurity & Communications Integration Cell is a component organization within the NJ Office of Homeland Security & Preparedness


